An Introduction to Bitcoin and Blockchain Technology

Bitcoin technology began to enter the public discourse in 2011, largely through its association as an anonymous payment system used on illicit and underground websites. As with most innovations that are first described in tabloid format, the story mischaracterized the technology and failed to identify the most important and varied potentials of what Bitcoin and its associated “Blockchain” technology promise. This primer will attempt to reboot your introduction to Bitcoin and convey some of the reasons why many in the financial and technology sectors are excited about its promise. A glossary of common terms appears at the end of this primer.

Bitcoin Overview

Trying to explain Bitcoin in short form is no easy task; however, it helps when one understands what it is and is not. Bitcoin is an information technology breakthrough that facilitates both a secure, decentralized payment system and a tool for the storage, verification and auditing of information, including digital representations of value. A bitcoin is also the intangible unit of account that facilitates the decentralized computer network of Bitcoin users. Bitcoin is not a company or a company product. Contrary to many news reports, it is not anonymous and was not built for bad actors, though bad actors have, at times, brought Bitcoin into the headlines.

Bitcoin is important because it represents a new means of forming consensus reliably and promptly across time and geography. As currently designed, Bitcoin is an open and transparent system that allows all users to easily come to an agreement on the authenticity of transactions and information stored on the network, all without the need to involve a trusted third party and without the concern of censorship of information or value transmitted across the network. Adaptations of the Bitcoin technology allow for different controls and access, but the basic premise of reliable and prompt network agreement regarding information (including value) is at the heart of this technology.

Unlike traditional computer networks and payment systems, Bitcoin is not administered by any centralized authority or controlled by any rights holder. Instead, it was introduced to the world as an open source project. It may be utilized by any person, without fee, by downloading Bitcoin software and accessing the peer-to-peer network. These users collectively provide the infrastructure and computing power that processes and verifies transactions and information posted through that network and recorded on its decentralized ledger. A group of computer scientists and programmers volunteer their time toward

1. The consensus forming mechanism of Bitcoin allows users to verify that a transaction that was sent was authorized by a user having control over a particular private key. As a payment system, Bitcoin also verifies that the value attached to a transaction (denominated in bitcoins) is both genuine and controlled by the holder of the private key. Information may be included in transactions as part of a memo field. Bitcoin typically only verifies the authenticity of a transaction and the bitcoins sent in such transaction; information included in a memo field is only confirmed to be a part of the transaction (i.e., the content is not verified). At the same time, Bitcoin transaction memo fields may be used to establish a verifiable timestamp or proof of existence through unique hashing of document data.
upgrading and improving the Bitcoin software code, primarily through an open repository on the GitHub website.

A significant economy has grown, and continues to grow, around Bitcoin, both as a payment network and as a potential information technology tool. There has also been substantial investment in bitcoins as a digital asset. The economy is driven on the one hand by direct participants and venture capitalists seeking to disrupt existing systems and on the other hand by financial institutions seeking to appropriate the innovation to improve those same existing systems. Understanding the diversity of the economy begins with understanding Bitcoin itself. Broken down at its most basic level, Bitcoin is comprised of three separate innovations, as outlined below.

The Big “B”, the “Blockchain” and the Little “b”

The first of these is Big “B” Bitcoin. When using the capitalized term, one is referring to the Bitcoin software and the decentralized computer network (Bitcoin Network) of users running that software. The Bitcoin software and protocols (the source code) were first described in a white paper released in November 2008 by an author using the pen name Satoshi Nakamoto and Bitcoin itself was released in a proof–of–concept software client in January 2009. Nakamoto’s innovation spawned from an online community of computer scientists who studied cryptography and the application of the technology toward the creation of an efficient and verifiable digital asset (or virtual currency) system. Upon the launch of the Bitcoin Network in January 2009, users were largely limited to hobbyists and the computer scientists testing the software in an attempt to verify Bitcoin’s working parts, which were largely drawn from public–private key cryptography, 
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proof-of-work algorithm

and peer-to-peer network connections using a “gossip protocol.” Early users also were attracted to the political and economic message that could be drawn from a digital asset not tied to a central bank’s money supply policy or easily subject to government censorship of transfer.

Unlike prior attempts to develop a digital asset, the technology proposed by Nakamoto did not rely on

Blockchain Size

The Bitcoin Blockchain is stored locally on all computers running a full implementation of the Bitcoin software client. As of February 23, 2016, the Blockchain was approaching 57 GB in size. As time progresses and as the use of Bitcoin increases, users’ ability to handle and manage the size of the Blockchain will rely on reduced costs associated with computer storage and Internet bandwidth access.

Additionally, there are Bitcoin improvement proposals geared toward increasing the scalability of Bitcoin. While some of these proposals increase the maximum size of each block added to the Blockchain (from the current maximum of 1 MB per block), others seek to reduce the required storage capacity for the Blockchain. One such proposal involves the selective pruning of old Bitcoin transaction data.

The debate relating to scaling Bitcoin has provoked controversy both within and without the Core Development community, in large part because many proposals involve a “hard fork” of the Bitcoin software. Proposals including Bitcoin XT and Bitcoin Classic will not be fully reverse compatible with the existing Bitcoin Core reference client.
centralized clearing house (a trusted third party) to verify money supply and transactions.7 Instead, the Bitcoin community progressively built out a decentralized network of computers that exert a tremendous amount of computing power toward the singular purpose of validating and clearing transactions on the Bitcoin Network. The distributed and decentralized network allows each individual user to verify the validity of individual transactions and the system, as a whole, through the cryptographic proof of work ("proof of mining") at the transaction history of the Bitcoin Network, which is stored by each user on a distributed ledger known as the Blockchain. The technology, then, is a solution to the Byzantine General’s Problem, which ponders how a system can generate consensus and, more specifically, a recapitulate that can verify that a digital asset or transaction (or any information) is valid both at the time sent and received.8

8. The "Blockchain" represents the second great innovation from Nakamoto. As a distributed ledger, the Blockchain is stored locally on the computer hard drive of every user running a full version of the Bitcoin software. The ledger records the history of every transaction sent and confirmed on the Bitcoin Network, indexed as a part of those transactions. As of February 23, 2016, the size of the Blockchain was approaching 57 GB of data. Information is added to the Blockchain through the proof-of-work “mining” process. Users running a special mining variant of the Bitcoin software are experiences great amounts of computing power in order to win the right to add another block to the Blockchain, which is accompanied by a reward of 25 bitcoins.9 The concept of proof-of-work mining ensures that an adjusted amount of work and computing power must be expended to solve a block, with the block 

7. The prior generation of digital money included Liberty Reserve and E-Gold, which were centralized services with non-public transaction histories that relied on the central issuer to verify transactions and reserves.8


9. The block reward or “coinbase” received by a miner who has earned the right to add a block to the Blockchain was initially set at 50 bitcoins. As Nakamoto begins the distribution of bitcoins, the size of the reward block is halved. If the bitcoin source code adjusts the difficulty of the mining process in an effort to ensure that blocks are solved, on average, about every 10 minutes, there is approximately four years between halvings. The first halving of the block reward (to 25 bitcoins) occurred on October 28, 2012. The second halving (to 12.5 bitcoins) is projected to occur in 2014. (See also Bitcoin Block Reward Halving Counting, available at bitcoinblockhalving.com/ (retrieved February 12, 2016). 10. Although a bitcoin transaction is deemed clear upon its inclusion in a block on the Blockchain, best practices dictate that a user considers a transaction confirmed after its inclusion in a block and the addition of five subsequent blocks to the Blockchain. See, e.g., Confirmation, available at bitcoin.nex/conformation/retrieved October 20, 2015). 11. See, e.g., Sarah Meiklejohn, et al, “A Fistful of Bitcoins: Characterizing Flows Among Men with No Names,” (IMC 13, October 23–25, 2013, Barcelona, Spain, available at coweb.ucsd.edu/~smekelj/filer/imc13.pdf (retrieved October 20, 2015). See also Donit Ron and Ari Shami, “Quantitative Analysis of the Full Bitcoin Transaction Graph,” Financial Cryptography and Data Security, Lecture Notes in Computer Science, Volume 7859, 2013, available at sprint.iacr.or/2013/584.pdf (retrieved October 20, 2015).
The Bitcoin Network infrastructure is provided by miners, who exert large amounts of computational power in finding a block solution that will allow them to add a new block to the Blockchain, thereby validating and clearing all the transactions that are included in that block. A block solution includes a proof-of-work hash that must meet specified criteria. The Bitcoin proof-of-work algorithm uses the SHA-256 variant of Secure Hash Algorithm 2 and requires a specific set of randomly generated zeroes in the solution.

Miners operate computer chips known as application specific integrated circuits (ASICs), which are designed for the specific purpose of running SHA-256 hashes on a continuous basis. The growth in the computational power of the Bitcoin Network was nearly parabolic from 2013 to early 2015, due to the increase in price of bitcoins (and, therefore, the block reward earned by miners) and improvements in bitcoin mining technology. Prior to 2014, Bitcoin miners relied on central processing unit (CPU) and graphical processing unit (GPU) technology found in standard computers. CPU and GPU processors were significantly less powerful and efficient at running SHA-256 hashes, resulting in a significant boom in computing power on the Bitcoin Network upon the introduction of ASIC units. Although the purpose of the ASICs is limited to running SHA-256 hashes, it is often cited that the Bitcoin Network is the most powerful computer network in the world.

Additionally, financial institutions including Barclays, UBS Bank of New York Mellon and Citibank are experimenting with Blockchain technology. This experimentation includes leveraging the above-referenced implementations and developing private, white-label test cases of blockchains. Private or “permissioned” blockchains differ from implementations such as the Bitcoin Blockchain in that they often are not (i) fully open-source in code, (ii) open-access for use and (iii) decentralized and transparent. Instead, a private, permissioned blockchain leverages Blockchain technology within a more limited company or consortium ecosystem. Although much of the perceived benefits of Bitcoin are driven by its open-source, transparent, decentralized and open-access format, a private, permissioned blockchain may still have benefits as against a standard, centralized server system.

More advanced applications of Bitcoin and Blockchain technology have the ability to transform or impact any industry or product line that relies on the storage and verification of information or value. Bitcoin and Blockchain technology’s programmable aspects may also facilitate the development of autonomous governance systems, contracts and legal constructs (e.g., “smart contract”) or the ability of interconnected devices to interact with and even pay each other in the “Internet of Things.” While many of the potential applications of this technology are grand in scope, it is entirely possible that the most impactful short-term results will be making existing payment, settlement and accounting products and services either more efficient or transparent.

Projects organized around combining Bitcoin technology with advanced programming platforms have become a hot topic over the past two years. These projects seek to make Bitcoin and Blockchain technology more scalable for advanced use cases, and they are often referred to under the name Bitcoin 2.0 or Blockchain 2.0. Such programs include Ethereum,17 which seeks to create a Turing-complete programming framework supported by an independent altcoin platform; Counterparty,18 which seeks to do the same using a programming layer built on top of the Bitcoin Blockchain; and Blockstream,19 which seeks to make Bitcoin interoperable with alternate blockchains (known as “sidechains”) and their respective altcoins by allowing pegged transactions of assets and/or information. Numerous other projects, both utilizing Bitcoin and altcoins, are in development and have begun to receive more substantial public attention and funding.

16. The first altcoin to be forked from Bitcoin, Namecoin is substantially similar to its predecessor, but permits greater storage of information on its blockchain. Its primary use is as a decentralized domain name registry for .bit domains. See Namecoin, available at namecoin.info (retrieved October 12, 2015).
19. The “sidechain” concept seeks to allow the security and liquidity of the Bitcoin Network infrastructure to be leveraged by alternate blockchains that allow for different functionality. See Blockstream, available at blockstream.com (retrieved October 12, 2015); white paper available at blockstream.com/sidechains.pdf (retrieved October 14, 2015).
20. A Blockchain project can be categorized based on its openness in source code (i.e., open-source or closed-source development of the programming), data (i.e., private and opaque blockchain or public and transparent blockchain), and user access (i.e., private and permissioned access, or public and permissionless access). The use case for the Blockchain project will determine the best options for openness in each category.
Benefits and Weaknesses of Bitcoin and the Blockchain

As a payment system, Bitcoin has certain benefits over existing electronic systems. These benefits largely accrue to the recipient of a Bitcoin transaction, but certain benefits may be realized by senders of transactions (i.e., consumers or spenders) as well.

- Transparency. All Bitcoin Network transactions are cleared in the Blockchain, meaning a complete, auditable and immutably record of all activity exists.21
- No risk of chargeback fraud. Once sent and cleared, a Bitcoin transaction cannot be reversed by the sender.
- Low or no transaction costs. Bitcoin Network infrastructure is subsidized by the money supply’s creation process.22 As a result, transactions on the Bitcoin Network cost nearly nothing. No transaction fees. Fees on the Blockchain are negligible.
- Nearly instantaneous transactions. Bitcoin Network transactions register nearly instantaneously.23 Confirmation and clearing of those transactions can occur within minutes to over an hour. For many other payment systems, clearance can take far longer.
- Network security. The Bitcoin Network itself is highly secure due to the use of cryptographic and decentralized Blockchain protocols. The public-private key pairs used provide ample security against the risk of a brute force hack or an accidental instance of two users generating the same private key.24 Additionally, there is no single, centralized point of failure, which limits the susceptibility of the Bitcoin Network to downtime and hacking.25
- Protection of financial information. Bitcoin transactions can be performed without having to reveal sensitive personal and financial information to the recipient, limiting the potential exposure of such information to database hackers.
- Financial access. Although it cannot provide all of the services of banking institutions and its technical complexity may be too high for many users, Bitcoin can provide valuable storage and electronic payment services for users who lack access to traditional financial services.
- Relative to these advantages, there are significant weaknesses relating to Bitcoin as a payment system and bitcoin as an asset.
- Difficult to use. Bitcoin is not consumer friendly. Most software to control, custody or transact in bitcoins is complex or difficult to use. Often, third-party software and solutions that can simplify this use entail entrusting bitcoins to such third parties.
- Difficult to access. Although the Bitcoin Network is open access and liquid markets (relative to current demand and use) exist in the United States and certain other economies, few of the exchanges and services that allow the purchase of bitcoins are regulated and have a significant operational history. Furthermore, the opening of accounts with regulated exchanges requires anti-money laundering and “know your client” verification and account funding that makes it difficult for new users to acquire bitcoins quickly.
- Difficult to secure. Although the Blockchain and the cryptographic protocols that underlie it are secure, users must safely store and use their private keys in order to safeguard their bitcoins. Securing private keys either on a computer or other medium requires proper personal computing and/or home security that relies on individual user sophistication.
- Lacks protections against misuse. Unlike traditional electronic payments, Bitcoin transactions cannot be reversed and no administrator can restore access. As a result, a missed Bitcoin transaction or a lost private key will result in a user’s loss of funds.
- Limited retail and institutional adoption. Although it far outpaces any altcoin in adoption and enjoys network effects relative to other digital assets, the use of Bitcoin remains somewhat limited relative to existing payment systems or financial technology.

As a technological innovation, the benefits of Bitcoin and the Blockchain are just beginning to be understood. The ability to leverage Blockchain technology to secure, verify and audit information in a scalable manner is one of many exciting elements of the innovation. Additionally, the ability to create new or redefine existing cryptocurrencies, programmatic money or autonomous entities through “smart contracts” permits new decentralized applications that may hold value for the presently practical or the same type of future innovations that the Internet made possible for the pre-connected world.26 Currently, institutions are using Blockchain technology to build proofs of concept relating to the settlement and recording of property rights and financial instruments.27

Understanding Bitcoins as Assets

Each bitcoin is a digital representation of a unit that can be transferred from one user to another without the involvement of intermediaries or third parties, thus facilitating direct end-user-to-end-user transactions with little or no transaction costs. Bitcoins have no physical existence beyond the record of transactions that are “stored” or reflected on the Blockchain. The current value of bitcoins is determined by the supply of, and demand for, bitcoins in the open market, as well as by the number of merchants and other users that accept them. Global trade in bitcoins currently consists of individual end-user-to-end-user transactions, with OTC and facilitated exchange-based bitcoin trading. A small United States derivative market for bitcoin trading has also emerged, with some recent entrants seeking U.S. Commodity Futures Trading Commission (CFTC) regulation and oversight of their activities.28 Bitcoins are also spent by consumers for goods and services. Trading markets for bitcoins are volatile and have limited liquidity. The risk profile of bitcoins appears to be very high, with many commentators expressing the opinion that an investment in bitcoin has a binary potential return (i.e., that bitcoins will eventually command either a high value or almost no value at all)29 Part of the uncertainty regarding bitcoins is drawn from the lack of a consensus regarding their intrinsic value. In contrast to fiat currencies (the value of which is driven by the backing of the applicable government) and precious metals (the value of which are linked to historical industrial and commercial applications and cultural investment traditions), critics argue that

21. Some services, such as Bitcoin exchanges, pool user assets and track transactions between users using a ledger system. Transactions on the Bitcoin Network (known as “off-blockchain transactions”) are not actual Bitcoin transactions in that they are not broadcast (or confirmed) to the Bitcoin Network and cleared on the Blockchain. Nevertheless, transaction data on the Blockchain is complete, leading one industry participant to note that “a blockchain is the only place where absence of evidence is evidence of absence.” See twitter.com/buchmanster/status/514670686180099996 (retrieved October 12, 2015).
22. The subsidization of the Bitcoin mining process is funded by money supply creation, meaning that new bitcoins (and transaction fees optionally included by transaction senders) are awarded to the miners that clear transactions. As the mining reward is halved after every 210,000 blocks, the subsidy on a node’s network time (although the value of the bitcoins paid as subsidy is declining due to market demand). If the mining reward subsidy, together with transaction fees paid by Bitcoin transaction senders, is not a sufficient incentive to exert computational power to mine, miners may begin to require the payment of minimum transaction fees that would reduce the cost benefits of transactions on the Bitcoin Network, relative to legacy payment systems. Additionally, to the extent that miners cease to exert computational power to verify and clear transactions, the Bitcoin Network will become relatively less secure (i.e., to the extent that honest miners are not incentivized to verify and clear transactions, it will become less expensive for dishonest participants to successfully mine blocks without including and clearing such transactions or broadcasting block solutions).
24. The number of Bitcoin addresses (slightly less than 214) means that, for there to be a 0.1 percent likelihood of a collision between any two addresses, there must be 5 × 4×1022 addresses in existence. See, e.g., “Bitcoin and the Birthday Paradox,” available at dhjphl.usc.edu/bryan/paper2/bitcoin/bitcoin-birthday.pdf (retrieved October 12, 2015). Although future developments in computing technology may make current cryptographic standards obsolete, the art of cryptography may be altered to employ more secure standards. The number of Bitcoin addresses may also be used for the purposes of understanding the time as well as transaction behavior.
25. According to one website, the Bitcoin Network has been available (i.e., a user connecting to the network will find available nodes with which to connect) for 99.989 percent of the time since its launch on January 3, 2009. See bitcoinfool.com (retrieved October 12, 2015).
28. Derivatives on bitcoins are more readily available in overseas markets, although platforms for such derivatives also have limited liquidity and generally lack regulatory oversight.
29. The lack of a clear risk profile and asset classification for bitcoins, as well as issues relating to the custody of bitcoins, may limit institutional investment in bitcoin and the ability of fiduciaries to advise retail clients to directly acquire bitcoins. Investment vehicles have been launched or proposed that provide direct or indirect exposure to the price of bitcoins. Such vehicles may, over time, increase investment exposure to bitcoin and advance the understanding of the asset classification and risk profile.
Bitcoin Money Supply

Bitcoin’s money supply is rules-based and involves a projectable and known growth. New bitcoins are introduced into the money supply through a block reward or “coinbase” (currently 25 bitcoins) paid to Bitcoin miners who successfully validate and clear Bitcoin transactions by adding a block to the Blockchain. After every 210,000 blocks have been added, the size of the block reward is halved. As of February 23, 2016, 15,244,000 bitcoins had been mined, representing just under 72.6 percent of the eventual total of 21,000,000 bitcoins.

The below chart reflects the growth of the bitcoin money supply, from the initiation of the Bitcoin Network on January 9, 2009 to January 1, 2040, at which point approximately 99.5% of all bitcoins will have been mined. The data set used for the chart assumes that the next halving will occur on July 17, 2016 and that, thereafter, block solution times will average approximately every 10 minutes.

![Bitcoin Money Supply Chart](image)

The money supply of bitcoins can only be changed by a “fork” of the Bitcoin source code, which would only thereafter, block solution times will average approximately every 10 minutes.

30. Commentators argue that the three principal characteristics of money are its use as (i) a medium of exchange, (ii) a store of value and (iii) a unit of account. While Bitcoin technology is remarkably efficient as a medium of exchange, it is limited by the scope of its use (i.e., although relatively easy to use and accept, Bitcoin technology has not emerged as a standard form of payment in either developed or emerging economies). As a store of value, critics argue that the volatility of prices makes bitcoin a poor store of value. While this was particularly true in the period from 2011 to early 2015, proponents argue that in certain economies subject to high inflation and capital controls, bitcoin may be an effective suitable store of value. As a unit of account, the volatility of bitcoin prices also prevents common use of bitcoin to set prices for other goods or commodities. As a young asset class, bitcoin may eventually mature into an asset that better resembles money, although it appears to fail at least two of the principal characteristics of money at this time. See George Selgin, “Synthetic Commodity Money,” University of Georgia, April 10, 2013, available at papers.ssrn.com/sol3/papers.cfm?abstract_id=2000118 (retrieved October 12, 2015).

31. One reason to characterize bitcoins as “synthetic commodity money,” in that the characteristics aligning bitcoins with commodities such as precious metals (in particular, their scarcity) were derived based on the protocols of Bitcoin – the hard limits were not natural, but were drawn from difficult-to-change rules built into the source code. Selgin, Footnote 30.

32. For the purposes of applying federal regulation of money transmission, the Financial Crimes Enforcement Network (FinCEN), a bureau of the US Department of the Treasury, has determined that bitcoins and other “convertible virtual currencies” are distinguishable from real currencies in that they are a “medium of exchange that operates like a currency in some environments, but does not have all the attributes of real currency” and is not legal tender. FinCEN, “Application of FinCEN’s Regulations to Persons Administering Virtual Exchanges, or Using Virtual Currencies,” March 18, 2013, available at fincen.gov/statutes_regs/guidance/html/FIN-2013-G001.html (retrieved October 12, 2015). On the state level, regulators have differed in the application of state money transmission and money service business laws, as well as on the applicability of other regulatory requirements. Generally speaking, states have found that bitcoins fall outside of the “money” category, although they often have applied existing money service business regulations for similar reasons to how FinCEN has applied them on the federal level (i.e., although bitcoins are not money, they allow the transmission of value that may be converted into money). See, e.g., “State of Washington Department of Financial Institutions, “Interim Regulatory Guidance on Virtual Currency Activities,” December 8, 2014, available at www.dfi.wa.gov/documents/money-transmitters/virtual-currency-interim-guidance.pdf (retrieved October 12, 2015) (applying the Washington Uniform Money Services Act to specified activities and finding bitcoins to be a medium of value).
The Securities and Exchange Commission (SEC) has declined to opine on whether a bitcoin is a security, although standard issue bitcoins appear to lack the characteristics of a security, particularly as set forth in the Howey test. Nevertheless, because of the programmable nature of bitcoin, it is possible that bitcoins or altcoins can be structured to function as a security under specific circumstances. Bitcoins appear to best fit into the definition of commodity money when held as an investment or spent as a medium of exchange. “Commodity money” is money whose value stems directly from the asset or commodity of which it is made, and consists of objects that have an “inherent” value, beauty or utility in addition to the value of their use as money. “Commodity money” has various industrial and commercial applications and uses, and exhibits some of the important features of true or “flat” currency, such as durability, divisibility, portability and relative ease of storage. Bitcoins embody all four of these characteristics: (i) the blockchain is remarkably durable, stored digitally on the local computers of all users operating a full version of the Bitcoin software; (ii) bitcoins are currently divisible down to one one-hundred millionth; (iii) bitcoins are portable in that they may be transferred easily through a Bitcoin transaction or through the delivery of control over a private key; and (iv) bitcoins are easily and permanently stored on the blockchain, with users capable of easily storing their private keys on computers, mobile devices or other media. Bitcoins’ characteristics of a finite supply and difficulty in mining are characteristics that mimic precious and base metals that comprise some of the more longstanding forms of commodity money.

As a form of commodity money, bitcoins are analogous to precious metals from an asset classification standpoint; however, they lack the longstanding history of precious metals as an investable asset and have been subject to significantly higher price volatility. As more liquid, regulated means of acquiring bitcoin exposure – both directly and indirectly – develop, it is possible that bitcoins will become a more trusted store of value, unit of account and medium of exchange. The risk profile of an investment in bitcoins may similarly adjust as markets begin to settle and price volatility has a more established history in liquid markets.

Regulation of Bitcoin

As an emerging technology, Bitcoin has been the subject of intrigue among government agencies, industry participants and advocacy groups seeking to determine whether this new technology (and its underlying asset) can be addressed under current regulatory regimes, or whether new regulation is required to address Bitcoin’s unique characteristics. Many have argued for a hands-off or light approach to regulation of the Bitcoin industry; however, the financial nature of much of what Bitcoin can facilitate has led to a push for regulation that appears familiar, in part.

Bitcoins are not illegal in the U.S., as has been recognized by the Department of Justice. In U.S. v. Ulbricht, the Assistant U.S. Attorney, in the multi-count criminal complaint against Ross William Ulbricht, noted that “Bitcoins are not illegal in and of themselves.” In a 2013 letter, the Department of Justice noted the “recognition that online payment systems, both centralized and decentralized, offer legitimate financial services.” However, users and service providers participating in the nascent technology of digital assets continue to operate with limited regulatory guidance. Furthermore, existing regulations, adopted before the invention of digital assets, are often ill-suited to address their hybrid features as a technology and an asset class, as discussed by the Mercatus Center in “Bitcoin: A Primer for Policymakers.” Beginning with the 2013 guidance released by the Financial Crimes Enforcement Network (FinCEN), U.S. regulation on both the federal and state level has focused on what are commonly referred to as the “choke points” of the Bitcoin system: the Bitcoin exchanges, custodians and related financial services-oriented operators. Regulators have placed their focus on that area principally because they represent the onramp where consumers and users exchange and store traditional or flat value into or from bitcoins. Furthermore, businesses operating at those chokepoints most clearly resemble the traditional financial services operations with which regulators are familiar and have existing protocols in addressing. Together with the focus on choke points, U.S. regulators, lawmakers and enforcement agencies have identified consumer protection, fraud and money laundering as priorities in the more pernicious Bitcoin ecosystem. These concerns deal less with the regulation of the Bitcoin Network or bitcoins as assets, and more with the monitoring of actions using bitcoins in lieu of traditional money. Bitcoin-related activities are currently addressed on a use-case by-use-case basis.
Technological Regulation

Bitcoin as a technology and network – and bitcoins as a unit – are strictly regulated by the Bitcoin source code and protocols that are adopted, on a consensus basis, by participants in the Bitcoin ecosystem. The Bitcoin Network, the Blockchain, Bitcoin transactions and bitcoins all operate strictly in accordance with the rules set forth in the source code, which are periodically updated and patched by a volunteer cadre of programmers working on the open source project. These volunteer programmers are commonly referred to as the “Core Developers.” The proposals and results of that work are auditable in both the reference Bitcoin Core software client and the open GitHub resource page. To date, no government agency has sought to exert control over the process of development of Bitcoin software, and no domestic agency has sought to limit internet access or connections to the Bitcoin Network.

U.S. Federal Regulation

The U.S. government has been a leading force in developing a regulatory framework for Bitcoin. On March 18, 2013, FinCEN became the first major governmental agency to directly provide guidance on Bitcoin and other digital asset networks when it released guidance on money transmission and money service business regulation with respect to digital assets. FinCEN’s guidance called for broad registration of participants in the Bitcoin marketplace as money transmitters, excepting users acquiring bitcoins for use “to purchase real or virtual goods or services.” This pronouncement applied FinCEN’s current regulatory structure and did not require the adoption of new rules.

Similarly, on March 25, 2014, the Internal Revenue Service (IRS) released guidance on the treatment of convertible digital assets (such as bitcoins) for U.S. federal income tax purposes. This guidance did not require adoption of new regulations but instead classified bitcoins as “property” that is not currency for U.S. federal income tax purposes. The guidance also clarified that bitcoins could be held as capital assets.

The Federal Reserve Board also issued a statement clarifying that bitcoins, Bitcoin and other digital payment systems are generally outside the scope of its jurisdiction. However, Chair Janet Yellen confirmed that they fall within the purview of FinCEN and the Justice Department.

More recently, the CFTC took the formal regulatory position that bitcoins are commodities within the definition of the Commodity Exchange Act. The CFTC held hearings on the regulation of bitcoins as commodities in 2014 and has entertained applications for swap and derivative platforms from TeraExchange and LedgerX. The SEC also has been examining with interest the purchase and sale of digital assets. Although the SEC has not articulated a regulatory position with respect to

Regulation

U.S. regulation in the Bitcoin ecosystem focuses on the choke points where bitcoins are converted from fiat currency to digital value (e.g., Bitcoin exchanges and retail platforms). Both federal and state regulators are focused on issues including consumer protection, cybersecurity and adherence to anti-money laundering and Office of Foreign Assets Central requirements.

44. Prior to 2014, core development was in part driven and financed by the Bitcoin Foundation, a non-profit advocacy group whose mission was the promotion of Bitcoin adoption. In the past two years, private concerns including Blockstream, BitPay and MIT have financed the activities of several Core Developers.
45. See Footnote 32.
46. See Footnote 36.
47. In a letter to the leadership of the Committee on Homeland Security and Government Affairs, then-Chairman Ben Bernanke of the Board of Governors of the Federal Reserve System wrote: Although the Federal Reserve generally monitors developments in virtual currencies and other payments system innovations, it does not necessarily have authority to directly supervise or regulate these innovations or the entities that provide them to the market. In general, the Federal Reserve would only have authority to regulate a virtual currency product if it is issued by, or cleared or settled through, a banking organization that we supervise.
49. The CFTC held hearings on the regulation of bitcoins as commodities in 2014 and has entertained applications for swap and derivative platforms from TeraExchange and LedgerX.
50. The SEC also has been examining with interest the purchase and sale of digital assets. Although the SEC has not articulated a regulatory position with respect to
The legal characterization of bitcoins (e.g., whether or not bitcoins are securities), has taken various actions against persons or entities misusing bitcoins in connection with fraudulent schemes such as the Ponzi scheme in the Shavers case, inaccurate and misleading disclosures and the offering of unregistered securities. Both the SEC and the Financial Industry Regulatory Authority have issued investor alerts about the possible risks in investments in bitcoins and other digital assets.

Other federal agencies including the Consumer Financial Protection Bureau, Department of Justice and Department of Homeland Security have studied the regulation of Bitcoin and its impact on their existing mandates. The legislative arm of the government has also investigated bitcoin, with hearings hosted by Senate and House committees in 2013 and 2014, and reports issued by the U.S. Government Accountability Office and the Congressional Research Service.

U.S. State Regulation

The states are taking a variety of approaches with respect to Bitcoin, with most by state bank, banking, finance or securities agencies focused on consumer protection and anti-money laundering mandates. Some states are considering the regulation and licensing of activities involving bitcoins and other digital assets in accordance with their existing money transmitter and money services business laws. Others are considering amending their existing regulatory structure to better accommodate the use of digital assets.

Still other states have decided to implement a new regulatory regime, rather than apply existing money transmitter laws and regulations to bitcoins and other digital assets. New York adopted final regulations in June 2015, which are intended to regulate the conduct of businesses that are involved with digital assets, and to prohibit any person or entity involved in such activity to conduct activities without a license (BitLicense). The regulations adopted by the New York State Department of Financial Services, among other things, require that licensees are adequately capitalized, maintain detailed books and records, adopt anti-money laundering policies that comply with the Bank Secrecy Act of 1979, ensure they have robust cybersecurity policies and incorporate a variety of other compliance policies.

Certain states may use the BitLicense as a template for new digital asset legislation or regulation, while others are designing their own regulatory regimes. For example, the State Assembly of California is considering AB-1336, a virtual currency act that, among other things, will require annual renewal licensing from the Department of Business Oversight (absent an exemption). Other states have examined the introduction of new, digital asset-focused frameworks or the amendment of current money transmission regulations to address digital assets.

International Regulation

International regulation of Bitcoin is an even more diverse and fractured situation. While some governments such as the Isle of Man have been welcoming of the new technology, others such as Russia have been contentious, in no small part due to the threat Bitcoin may pose toward capital controls. A proper survey of international regulation is beyond the scope of this primer, however, many Eurozone and Commonwealth economies appear to be moving toward a regulatory stance similar to those taken in the United States.

Conclusion

Bitcoin and Blockchain technology are an important development in the FinTech economy. The Bitcoin Network has resulted in an important ecosystem with varied projects that have raised more than $1 billion in venture capital financings since 2013. Such investments will allow entrepreneurs and financial institutions to experiment with each of the Big "B" Bitcoin and the Blockchain, as well as, little "b" bitcoin in an effort to transform the way international finance and information technology operate. Bitcoin has evolved past the historical difficulty and unsavory public association with bad actors. The promise that is provided is something which all participants in finance or FinTech must be keenly aware. Additionally, navigating and understanding the complex and evolving regulatory constructs around Bitcoin and Blockchain ventures is imperative for businesses seeking to participate in this exciting new ecosystem.


53. See, e.g., In the Matter of Erik T. Voorhees, Release No. 5952, SEC, June 3, 2014, Administrative Proceeding File No. 3-15902, available at sec.gov/litigation/admin/2014/33-9592.pdf (retrieved October 14, 2015) and In the Matter of BTC Trading Corp and Ethane Burnside, Release No. 5985, SEC, December 8, 2014, available at sec.gov/litigation/admin/2014/33-9669.pdf (retrieved October 14, 2015). In each case, the SEC settled with the subjects of investigations into the sale of unregistered securities that were offered on platforms that permitted the investments of bitcoins or bitcointokens for the purchase of such unregistered securities. The SEC actions did not consider the question of whether bitcoins, as the consideration for unregistered security sales, were themselves a security.


**Bitcoin Price**

The above chart shows the price of one bitcoin based on an exponential, volume-weighted average of the trading price on certain of the most liquid US dollar exchanges. The chart ranges from November 2013 to February 2016. (Source: WinkDex at winkdex.com)

The price of bitcoin experienced periods of extreme volatility, particularly during late 2013 to early 2014, when bitcoin trading prominently emerged in market headlines. The February 2014 collapse of early Bitcoin exchange giant Mt. Gox resulted in greater regulatory focus and consumer protection, and eventually in the establishment of regulated Bitcoin exchanges in the United States. In the 20 months since Mt. Gox, the professionalism and level of capitalization of prominent operators in the Bitcoin ecosystem has increased, although the majority of bitcoin trading continues to be conducted on overseas exchanges that are not currently fully compliant with U.S. federal and state regulatory registration and licensing requirements.

---

**Bitcoin and Blockchain Glossary**

**Bitcoin** – With a capitalized “B”, Bitcoin refers to i) the Bitcoin Network, ii) the Source Code or software based on the Source Code, or iii) the general technology relating to Bitcoin and the Blockchain.

**bitcoin** – When a lowercase “b”, bitcoin refers to a unit of account that may be transferred on the Bitcoin Network. There will be a maximum of 21 million bitcoins.

**Blockchain** – The distributed, public ledger containing the history of all transactions on the Bitcoin Network which is stored locally on the computer hard drive of each user running a full version of the Bitcoin Network software (some users, typically on smartphones, run a “lite” version of the software client that does not store the Blockchain). The Blockchain includes the full list of blocks (which include all confirmed transaction data) that have been mined since the beginning of the Bitcoin Network. The Blockchain is designed so that each block contains a cryptographic reference to the block that came before it, thereby linking each block into a verifiable and tamperproof chain.

**Address** – A bitcoin address is used to receive and send transactions on the bitcoin network. It contains a string of alphanumeric characters, but can also be represented as a scannable QR code. A bitcoin address is also the public key in the pair of keys used by bitcoin holders to digitally sign transactions (see Public key).

**Altcoin** – The collective name for virtual currencies or digital assets offered as alternatives to Bitcoin. Litecoin, Feathercoin and Peercoin are all Altcoins.

**ASIC** – An Application Specific Integrated Circuit is a silicon chip specifically designed to do a single task. In the case of bitcoin, they are designed to process SHA-256 hashing problems, the proof-of-work algorithm used to mine new bitcoins.

**Bitcoin 2.0** – A reference word for applications of Bitcoin or Blockchain technology that is more advanced or complicated than the basic payment system application proposed by the Bitcoin white paper. Examples of Bitcoin 2.0 projects include Counterparty, Ethereum, Blockstream, Swarm, Domus and Hedgy.

**Bitcoin Network** – The peer-to-peer computer network operating on the Source Code and supported by an infrastructure of user nodes and miners.

**Block reward** – The reward of bitcoins granted to a miner automatically when that miner solves for a “block”. The block reward currently is 25 bitcoins per block, but the number will be halved in July 2016. A transaction granting a block reward to a miner is known as a “coinbase” (the base transaction for the new bitcoins).

**Cold Storage** – A term for various security measures used for keeping bitcoins offline to reduce the risk of remote access to a wallet’s private key.

**Confirmation** – The inclusion of a transaction in a block added to the Blockchain, along with each subsequent block being added. Industry standard is that a transaction has fully cleared with six confirmations (i.e., inclusion in a block and the subsequent addition of five additional blocks).

**Core Developers** – Programmers working on the open-source Source Code for Bitcoin. They are not formally employed by or paid by, and are not in control of, the Bitcoin Network; however, they have elevated access on the GitHub resource page for the Bitcoin Network where the main “reference” version of the Source Code is developed.

**Halving** – Refers to reducing reward every 210,000 blocks (approximately every 4 years). Since the genesis block on January 9, 2009 to block 209,999 on November 28, 2012, the reward was 50 BTC. The reward will be 25 BTC until approximately July 17, 2016, then 12.5 BTC and so on till 1 satoshi around 2140, after which point no more bitcoins will ever be created. Due to reward halving, the total supply of bitcoins is limited: only about 2,100 trillion satoshis (21 million bitcoins) will ever be created.
Hash or Hashing - A mathematical process that takes a variable amount of data and produces a shorter, fixed-length output. A hashing function has two important characteristics. Firstly, it is mathematically difficult to work out what the original input was by looking at the output. Secondly, changing even the tiniest part of the input will produce an entirely different output. Hashing is used in cryptography.

Hashrate - A measure of computing power, it is equal to the number of "hashes" that can be run in one second. The Hashrate is also sometimes referred to in PetaFlops (a measure of a computer's processing speed and can be expressed as a quadrillion (thousand trillion) floating point operations per second (FLOPS)).

Miners - The users on the Bitcoin Network that run specific Bitcoin software that allows them to validate, clear and record transactions on the Blockchain, all in exchange for a reward of newly created bitcoins.

Node - A computer connected to the Bitcoin Network using a Bitcoin software program that relays transactions to others. Each user actively on the Bitcoin Network is a node.

P2P or peer-to-peer - Decentralized interactions that happen between at least two parties in a highly interconnected network. An alternative system to a 'hub-and-spoke' arrangement, in which all participants in a transaction deal with each other through a single mediation point.

Private key - An alphanumeric string kept secret by the user, and designed to sign a digital communication when hashed with a public key. In the case of Bitcoin, this string is a private key designed to be mathematically linked to a public key (which can be publicly distributed). The public-private key pair form of cryptography is standard and accepted security practice. A third party can verify that a digital signature was issued by a private key by comparing the digital signature with the public key, all without having to know the actual private key.

Satoshi - The smallest unit that may be sent on the Bitcoin Network, it is equivalent to 1/100,000,000th of one bitcoin.

Source Code - The open-source software which includes protocols governing rules for movement and ownership of bitcoins and the cryptography system that secures and verifies Bitcoin transactions.

Transaction - A chunk of binary data that describes how bitcoins are moved from one owner to another. Transactions are stored in the Blockchain. Every transaction (except for coinbase transactions) has a reference to one or more previous transactions (inputs) and one or more rules on how to spend these bitcoins further (outputs).

Transaction fee or miner fee - A small fee imposed on some transactions sent across the Bitcoin Network. The transaction fee is awarded to the miner that successfully hashes the block containing the relevant transaction.

Wallet - A method of storing bitcoins for later use. A wallet holds the private keys associated with Bitcoin addresses. The Blockchain is the record of the bitcoin amounts associated with those addresses. Because a wallet's address and public key are not secret and are associated with the wallet, a wallet and address are sometimes used interchangeably.

AN INTRODUCTION TO BITCOIN AND BLOCKCHAIN TECHNOLOGY

About Kaye Scholer’s FinTech Practice

Financial Technology is driving rapid change in the Financial Services industry and in the way we spend, save, transfer and invest our money. Our deep experience with emerging growth and expanding companies extends to all industries in the global economy where novel technologies and business models are reshaping the market. Kaye Scholer is committed to advising all the players in this evolving area, including public and venture-backed FinTech businesses, financial institutions, venture capital firms, funds and card associations, in order to help them mitigate risks and identify and take advantage of opportunities. We offer sophisticated counsel in a broad range of areas, including:

- Virtual Currency: counsel companies that are developing fundamental financial businesses for the virtual currency ecosystem, specifically advising on the creation of the first bitcoin ETF and one of the first US regulated bitcoin exchanges; routinely advises funds and banks on “virtual currency” related matters.
- Exchange-Traded Funds: assist clients with listing and compliance issues related to ETFs, open-end investment companies and UITs registered under the 1940 Act, liquid alternatives, derivative securities and the licensing of financial indexes and services for use with those products.
- Corporate, Venture, IPOs & M&A: represent FinTech companies in the negotiation of venture rounds, initial public offerings, mergers, stock, asset and whole-business acquisitions, and other transactions involving changes in corporate control, as well as advise on general corporate advice, SEC reporting and compliance, and the issuances of registered and exempt securities.
- State and federal regulatory matters: advise clients on financial and payment system regulation, consumer and commercial lending regulation, start-up regulations in connection to state lender licensing laws and money transmitter laws, and CFPB, FTC, FinCEN, SEC, CFTC, OCC and bank regulatory laws and regulations.
- Marketplace Lending: represent major financial institutions acting as lenders, structuring agents and initial purchasers in warehouse lending facilities to fund purchases of marketplace loans and in securitization transactions backed by marketplace loans.
- Emerging Growth: represent and partner with next generation financial technology and payments companies across the FinTech industries, including lending exchanges, payments, peer-to-peer lending, payments companies across the FinTech
- Technology and Digital Transactions: help market leaders and innovators in the FinTech, Mobile, eCommerce, and SaaS sectors, among many others, execute transactions related to the development, acquisition, licensing, sourcing and integration of complex technologies, systems and software.
- Cybersecurity and privacy: ensure that payment systems and technologies are both inherently secure and that they provide security and privacy for customers; provide strategic advice to resolve complex cybersecurity issues at the intersection of law, security, policy, technology, innovation and economics.
- Antitrust and other litigation matters: perform antitrust reviews of mergers and anticompetitive conduct in these markets, as well as labor and employee benefits matters.
- International: advise on potential FinTech structures to raise debt and equity and international structuring of financial technology.